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Rozdziat 7.
Routing i1 protokoty

routingu — EIGRP

Wprowadzenie

W tym rozdziale zaprezentowano protokot routingu dynamicznego EIGRP. Protokot
EIGRP jest bardziej rozbudowana wersja protokolu IGRP wymyslonego przez firme
Cisco.

Poznasz zasadg dziatania EIGRP i dowiesz sig, jak dziata algorytm DUAL oraz pro-
tokot RTP. W dalszej czg$ci rozdzialu dokonasz jego konfiguracji i poznasz dziatanie
sumaryzacji w tym protokole routingu.

Protokot EIGRP

Protokoét EIGRP (ang. Enhanced Interior Gateway Routing Protocol) jest protokotem
bezklasowym uwazanym za protokot wektora odleglosci. Posiada jednak wiele cech,
ktore sprawiaja, ze dziata jak protokot tacze-stan. Jest produktem catkowicie zaprojek-
towanym przez firmg Cisco i moze dziata¢ tylko na jej urzadzeniach.

Protokot EIGRP posiada wiele cech, ktore sprawiaja, ze stat si¢ jednym z najpopular-
niejszych protokotow routingu. Jest dosé prosty w konfiguracji, gdyz wywodzi si¢
z protokotu IGRP, ale jest jego znacznie ulepszona wersja. Ponadto protokét EIGRP
dzigki wbudowanym modutom zaleznym od protokotu PDM (ang. Protocol Dependent
Modules) umozliwia komunikacj¢ nie tylko za posrednictwem TCP/IP, ale rowniez
przy uzyciu IPX oraz AppleTalk.

Pierwsza cecha wyrdzniajaca EIGRP wérod pozostalych protokotdéw routingu jest
osiaganie bardzo szybko stanu zbiezno$ci. Spojrz na ponizszy rysunek (rysunek 7.1).
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172.16.6.1

172.16.3.1

172.16.1.1

172.16.3.2

172.16.5.1

172.16.4.1

‘ 172.16.2.2

172.16.2.1

Rysunek 7.1. Przyklad sieci EIGRP

Na powyzszym rysunku wida¢ trzy routery. Jesli router R1 chce osiagna¢ sie¢ 172.16.5.1,
moze to uczyni¢ dwiema drogami. Pierwsza droga moze przebiegaé z routera R1 bez-
posrednio do routera R2. Druga droga prowadzi przez router R3.

Zat6zmy, ze w tablicy routera R1 znajduje si¢ wpis, ze najlepsza trasa jest droga bez-
posrednia do routera R2. W protokotach, takich jak RIP lub IGRP, w tablicy routingu
trzymana jest zawsze najlepsza preferowana trasa.

Podczas stosowania protokotu EIGRP wykorzystywana jest dodatkowa tablica zwana
tablica topologii (ang. topology table). W tej tablicy przechowywana jest najlepsza
trasa, ale rowniez trasa zapasowa. Jesli najlepsza trasa bylaby niedost¢pna, wowczas,
np. w przypadku routerow RIP lub IGRP, konieczny bylby wybor nastgpnej dostepne;j
trasy. Wiazatoby sig to z ponownym uzgadnianiem wielu parametréw oraz ponownym
obliczaniem najlepszej trasy. Bez watpienia ma to wptyw na szybkos$¢ osiagania przez
sie¢ zbieznosci, a dodatkowo — na zmniejszenie obcigzenia pasma sieci. Routery musza
przeciez wymieni¢ odpowiednie informacje i ustawienia.

W protokole EIGRP nie ma koniecznos$ci obliczania tras od nowa, gdyz w tablicy topo-
logii znajduje si¢ trasa zapasowa. W przypadku awarii najlepszej trasy router si¢ga do
tablicy topologii i odszukuje trasg¢ zapasowa, nastgpnie zapisuje sa do tablicy routingu
jako trasg najlepsza. Mechanizm odpowiedzialny za te czynnosci nazywa si¢ DUAL
(ang. Diffusing Update Algorithm).

Algorytm DUAL

Mechanizm DUAL jest algorytmem, ktory sprawia, ze routery EIGRP osiagaja w sieci
zbieznos$¢ bardzo szybko, ale to nie jedyna jego cecha. DUAL chroni sie¢ przed powsta-
waniem pgtli routingu oraz sprawia, ze pasmo sieci minimalizowane jest poprzez wysy-
fanie aktualizacji ograniczonych.
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Algorytm DUAL wprowadza do sieci pojgcie sukcesora (ang. successor). Sukcesor to
router, przez ktéry docelowa sie¢ jest dostgpna przy najkorzystniejszej trasie. Mowiac
prosciej, jest to router, ktory reprezentowany jest w tablicy routingu za stowem via.
Spojrz na przyktadowy fragment tablicy routingu:

D 172.16.3.0/24 [90/82125] via 172.30.3.1, 00:00:11, Serial0/0
D 172.16.10.0/24 [90/82125] via 172.40.3.1, 00:00:15, Serial0/1

W pierwszej linii sukcesorem jest router 172.30.3.1, a w drugiej linii sukcesorem begdzie
router 172.40.3.1.

Reasumujac, sukcesorem dla sieci 172.16.3.0/24 jest router 172.30.3.1, a sukcesorem dla
sieci 172.16.10.0/24 jest router 172.40.3.1.

Kolejnym pojeciem jest dopuszczalny sukcesor (ang. feasible successor). To wlasnie
router zawierajacy zapasowa tras¢ do sieci docelowej. Aby trasa mogta by¢ uznana za
zapasowa, musi spetni¢ okreslony warunek zwany warunkiem dopuszczalnosci (ang.
feasibility condition).

Algorytm DUAL jest tak skonstruowany, ze $ledzi wszystkie trasy, ktore sa oglaszane
przez sasiadow podczas wymiany pakietow hello.

Tablice w EIGRP

Wbudowany w protokot EIGRP algorytm DUAL wykorzystuje trzy rodzaje tablic:
tablicg sasiadow, tablicg topologii oraz tablicg routingu.

Podczas dziatania routery EIGRP wymieniaja si¢ pakietami Zello. Pakiety te moga
rozni¢ si¢ typami i petni¢ rézne funkcje. Pakiet hello wykorzystywany jest przede
wszystkim do wykrywania sasiadow EIGRP. Pakiety hello sa wysytane co 5 sekund.
Wyjatkiem sa sieci wielodostegpowe niskiej predkosci, gdzie pakiety hello wysytane sa
co 60 sekund.

EIGRP wykorzystuje rowniez czas wstrzymania. Czas wstrzymania (ang. hold-down
time) okresla, jak dtugo router bedzie czekac na odbior kolejnego pakietu hello. Domysl-
nie ustawiony jest na 15 sekund (a w sieciach wielodostgpowych na 180 sekund). Po
uplywie tego czasu router uzna, ze jego sasiad jest nieosiagalny.

Pakiety hello sa wysytane w protokole EIGRP na adres grupowy 224.0.0.10.

Jesli podczas pracy w sieci pojawi si¢ nowy router EIGRP, jego sasiad wysyta do niego
pakiet aktualizacyjny (ang. update) (nie jest to pakiet grupowy, lecz jednostkowy).
Pakiet ten ma na celu uzupetnienie tablicy topologii. Jesli w sieci zachodzi zmiana
dotyczaca topologii, pakiety aktualizacyjne powoduja aktualizacjg tablicy topologii
(jezeli wskutek zmiany aktualizowana jest tablica topologii i dotyczy wszystkich route-
roéw, pakiet aktualizacyjny wysytany jest grupowo).

Pakiet aktualizacyjny wystany do grupy urzadzen wymaga potwierdzenia dostarczenia
(ang. acknowledgment). Wysylaja je routery otrzymujace pakiety aktualizacyjne.
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Routery EIGRP moga réwniez wysytaé zapytania (ang. guery) do innych routerow
EIGRP. W tym momencie otrzymuja pakiet odpowiedzi (ang. reply).

Sytuacja, w ktorej router wysyla zapytania, wystgpuje np. wtedy, kiedy trasa gtowna
staje si¢ niedostgpna, a router niec zawiera innej alternatywnej trasy. Wowczas wysyla
do sasiednich routerow odpowiednie zapytanie o trasg, oczywiscie, pozostale routery
odpowiadaja na zadane pytanie, wysytajac pakiet odpowiedzi (ang. reply).

W tablicy sasiadow (ang. neighbor table) routery przechowuja dane na temat wszyst-
kich swoich sasiadow. Dane te uzyskiwane sa wlasnie z przestanych pakietow hello.

Kolejna tablica jest tablica topologii (ang. topology table) zawierajaca bazg danych
catej topologii EIGRP. Mozna powiedzieé, ze w tej tablicy znajduja si¢ wyniki pracy
algorytmu DUAL. Sa w niej bowiem zawarte wszystkie sukcesory oraz potencjalne trasy
zapasowe.

Jesli najlepsza trasa znajdujaca si¢ w tablicy routingu staje si¢ nieosiagalna, algorytm
DUAL pobiera z tablicy topologii tras¢ zapasowa i umieszcza ja w tablicy routingu
(ang. routing table). W tablicy routingu znajduje si¢ zawsze najlepsza, z punktu widzenia
wykorzystywanego protokotu routingu, trasa do sieci docelowe;.

Protokot RTP

Pakiety EIGRP nie sa wysylane i odbierane przez standardowe protokoty TCP lub UDP.
W EIGRP wykorzystywany jest zupetie inny protokot zwany RTP (ang. Reliable
Transport Protocol). Protoko6t RTP jest protokolem niezaleznym od warstwy sieci,
a to sprawia, ze jest kompatybilny z innymi protokotami niezgodnymi z TCP/IP. Podob-
nie jak TCP, umozliwia gwarantowana obstuge wysytanych danych (odebranie danych
za kazdym razem jest potwierdzane przez odbiorcg) oraz, jesli trzeba, obstuguje row-
niez niegwarantowana obstuge, czyli wysytanie bez potwierdzenia odbioru.

Najczesciej pakiety hello sa wysytane w sposob niegwarantowany, ze wzgledu na duza
ich ilo$¢ i czgstotliwos¢ wysylania.

Konfiguracja

Sprobujmy zatem dokonac podstawowej konfiguracji protokotu EIGRP. Postuzymy si¢
siecig umieszczona na ponizszym rysunku (rysunek 7.2).

Na poczatek konieczne jest wylaczenie poprzednio skonfigurowanego protokotu OSPF.
W tym celu przejdz do konfiguracji kazdego z routerow i w trybie konfiguracji glo-
balnej wydaj polecenie no router OSPF 1:

R2#conf t

Enter configuration commands, one per line. End with CNTL/Z.
R2(config)#no router ospf 1

R2(config)#
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LOOPBACK 0
10.32.0.0/32
LOOPBACK 1
10.32.1.0/32
LOOPBACK 2
10.32.2.0/32
LOOPBACK 3
10.32.3.0/32 Serial 0/0
I;_%%ZB:SE; 172.16.3.1/24
LOOPBACK 5
10.32.5.0/32
LOOPBACK 6
10.32.6.0/32
LOOPBACK 7
10.32.7.0/32
LOOPBACK & EO0/D
10.32.8.0/32 172.16.2.2/24
LOOPBACK 9
10.32.9.0/32
LOOPBACK 10
10.32.10.0/32

FEO/0

88.180.160.21

Serial 0/0

FEO/1
172.16.3.2/24 172.16.2.1/24

Ethernet 0/1
172.16.5.1/24

@ 172.16.5.2/24

Rysunek 7.2. Konfiguracja EIGRP

*Mar 1 00:05:58.975: %0SPF-5-ADJCHG: Process 1, Nbr 10.32.10.0 on Serial0/0 from
S>FULL to DOWN, Neighbor Down: Interface down or detached

*Mar 1 00:05:58.975: %0SPF-5-ADJCHG: Process 1, Nbr 172.16.5.2 on FastEthernet0/1
>from FULL to DOWN, Neighbor Down: Interface down or detached

R2(config)#

Tak wigc mamy wylaczony protokot OSPF. Aby wiaczy¢ protokot EIGRP, wydaj
w trybie konfiguracji globalnej polecenie router eigrp [system autonomiczny].

System autonomiczny (ang. autonomous system) to nic innego jak grupa urzadzen,
ktora zarzadza si¢ w ramach jednej sieci. System autonomiczny posiada okreslony sche-
mat dziatania protokolow routingu oraz adresacjg. Systemy autonomiczne stosowane
sa w duzych firmach i przedsigbiorstwach, w wigkszoéci przypadkow sa to dostawcy
internetu, np. Telekomunikacja Polska.

Parametr system autonomiczny mozna poréwnac do identyfikatora procesu. W proto-
kole EIGRP parametr ten musi mie¢ t¢ sama warto$¢ na wszystkich routerach, ktore
w przyszlosci maja nawiazac ze soba relacje sasiedztwa.

W naszym przyktadzie system autonomiczny ustawimy na wartos¢ 15:

R2(config)#router eigrp 15
R2(config-router)#

Teraz, kiedy zostat uruchomiony protokot routingu EIGRP, mozemy przej$¢ do kon-
figuracji rozglaszanych sieci. Oczywiscie, uzyjemy znanego juz polecenia network.

Podczas konfiguracji innych protokotow wykorzystujacych algorytm wektora odle-
glosci po poleceniu network podawana byta sie¢, sasiadujaca z routerem, ktory byt



172

W drodze do CCNA. Czes¢ Il

konfigurowany; sie¢ ta miata by¢ rozgloszona na inne routery. Pamigtaj, ze protokot
RIP jest protokotem klasowym, wigc wydane polecenie network 172.16.3.0 rozgta-
szala calg sie¢ 172.16.0.0/16, gdyz jest to przyktad sieci klasy B.

Podczas konfiguracji EIGRP rozglaszana jest sie¢ bezklasowa, poniewaz EIGRP obstu-
guje maski o réznych dtugosciach. W zwiazku z tym za poleceniem network konieczne
jest podanie maski odwrotnej dla konkretnej sieci, a nawet interfejsu.

Zauwaz, ze router R2 graniczy z sieciami 172.16.2.0/24 oraz 172.16.3.0/24 (na razie
sie¢ zewngtrzna pomijamy). Podczas konfiguracji protokotu EIGRP nie ma koniecz-
nosci podawania polecenia network, a za nim adresu do kazdej sieci, np. network
172.16.3.0, network 172.16.2.0 itd. W zamian postuzymy si¢ maskami odwrotnymi
i dokonamy sumaryzacji sieci od razu na kazdym z konfigurowanych routerow.

W OSPF routerem, na ktéorym dokonywatla si¢ sumaryzacja, byt router taczacy okre-
$lone obszary. W EIGRP na kazdym routerze mozna dowolnie konfigurowaé sumaryza-
cje. Tak wigc najpierw zajmujemy si¢ routerem R2. Oto przyktad:

R2(config)ffrouter eigrp 15
R2(config-router)#network 172.16.0.0 0.0.255.255
R2(config-router)#

Zauwaz, ze uzyto tutaj maski odwrotnej 0.0.255.255, poniewaz mamy do czynienia
z klasa B 1 pierwsze 16 bitow jest takie same dla obu sieci. Dodaj¢ tu, Ze maski odwrotne
sa obstugiwane tylko w nowszych wersjach systemow IOS, poczawszy od 12.0(4)T.
W starszych wersjach tego systemu moze pojawi¢ si¢ problem, dlatego wtedy nalezy
poda¢ sam adres sieci, bez maski.

Podobnej konfiguracji dokonamy na routerze R1. Oto przyktad:

R1(config)#router eigrp 15
R1(config-router)#do show ip interface brief

Interface IP-Address 0K? Method Status

Protocol

Ethernet0/0 172.16.2.2 YES NVRAM up up
Serial0/0 unassigned YES NVRAM administratively down down
Ethernet0/1 172.16.5.1 YES NVRAM up up

R1(config-router)#network 172.16.0.0 0.0.255.255

R1(config-router)#

*Mar 1 01:25:24.961: %DUAL-5-NBRCHANGE: IP-EIGRP(0) 15: Neighbor 172.16.2.1
(Ethernet0/0) is up: new adjacency

R1(config-router)#

Zauwaz, ze rdwniez na tym routerze wybrano ten sam identyfikator systemu autono-
micznego. W kolejnym wierszu wpisatlem polecenie do show ip interface brief, aby
sprawdzi¢, jakie adresy sa przypisane poszczegdlnym interfejsom. W ten sposéb mozna
szybko okresli¢, jakie sieci wpisa¢ po poleceniu network. Dlatego wydatem polecenie
network 172.16.0.0 0.0.255.255.

Na koncu listingu pojawita si¢ informacja:

*Mar 1 01:25:24.961: %DUAL-5-NBRCHANGE: IP-EIGRP(0) 15: Neighbor 172.16.2.1
(Ethernet0/0) is up: new adjacency
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Oznacza to, ze router R1 nawiazat relacje¢ sasiedztwa z sasiadem 172.16.2.1. Co,
oczywiscie, jest prawda, poniewaz na routerze R2 rowniez przed chwila skonfiguro-
wali$my protokét EIGRP.

Na routerze R3 rowniez dokonamy konfiguracji EIGRP. Oto przyktad:

R3(config)#router eigrp 15

R3(config-router)#network 172.16.3.0 0.0.0.255

R3(config-router)#

*Mar 1 01:41:41.530: %DUAL-5-NBRCHANGE: IP-EIGRP(0) 15: Neighbor 172.16.3.1
(Serial0/0) is up: new adjacency

R3(config-router)#

Zauwaz, ze router R3 graniczy z routerem R2 w sieci 172.16.3.0, dlatego maska od-
wrotna to 0.0.0.255. W tym przypadku 24 bity sa odpowiedzialne za wyznaczenie sieci.
Na razie interfejsow loopback nie bgdziemy konfigurowali, dlatego teraz przejdzmy
do routera R2.

Po skonfigurowaniu protokotu EIGRP warto sprawdzi¢ tablicg sasiadow. Zacznijmy
od routera R2, poniewaz graniczy ze wszystkimi routerami w naszej malej sieci. Aby
wyswietli¢ sasiadow EIGRP, wydaj polecenie show ip eigrp neighbors:

R2#show ip eigrp neighbors
IP-EIGRP neighbors for process 15

H  Address Interface Hold Uptime SRTT RTO Q Seq

(sec) (ms) Cnt Num
1 172.16.3.2 Se0/0 11 00:06:56 1 4500 0 2
0 172.16.2.2 Fa0/1 13 00:23:03 4 200 0 2
R2#

Na powyzszym listingu znajduje si¢ kilka kolumn wartych oméwienia. Pierwsza
z nich jest kolumna H. Znajduje si¢ w niej informacja o kolejno$ci odnalezienia sasia-
dow. 0 oznacza pierwszego sasiada, ktory zostat odnaleziony.

W kolumnie Address znajduje si¢ adres IP sasiada EIGRP, jest to adres IP jego inter-
fejsu. Kolumna Interface prezentuje identyfikator lokalnego interfejsu, na ktérym otrzy-
many zostat pakiet sello od sasiada.

Kolumna Hold pokazuje czas, ktory pozostat do uznania sasiada za nieczynnego,
a w kolumnie Uptime znajduje si¢ czas, jaki uptynat od ustanowienia relacji sasiedztwa.
Pozostate kolumny na tym etapie nie sg istotne.

W celu sprawdzenia, jaki protokét routingu jest uruchomiony na danym routerze oraz
jaka jest jego charakterystyka, wydaj polecenie show ip protocols:

R2#show ip protocols
Routing Protocol is "eigrp 15"
Outgoing update filter Tist for all interfaces is not set
Incoming update filter 1ist for all interfaces is not set
Default networks flagged in outgoing updates
Default networks accepted from incoming updates
EIGRP metric weight K1=1, K2=0, K3=1, K4=0, K5=0
EIGRP maximum hopcount 100
EIGRP maximum metric variance 1
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Redistributing: eigrp 15

EIGRP NSF-aware route hold timer is 240s
Automatic network summarization is in effect
Maximum path: 4

Routing for Networks:

172.16.0.0
Routing Information Sources:
Gateway Distance Last Update
172.16.2.2 90 01:03:54
172.16.3.2 90 00:47:47
Distance: internal 90 external 170
R2#

W drugiej linii powyzszego listingu widzimy, ze uruchomiony jest protokét EIGRP
z identyfikatorem 15. Ponadto ponizej podana jest sie¢, dla ktorej uruchomiony jest
routing (ang. Routing for Networks), oraz zrodlo informacji o routingu (ang. Routing
Information Sources).

Teraz, kiedy na kazdym routerze funkcjonuje protokét EIGRP, mozemy przejrzec tablicg
routingu, np. routera R1. W tym celu wydaj polecenie show ip route:

R1ffshow ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1l - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS Tevel-1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of Tast resort is not set

172.16.0.0/16 is variably subnetted, 4 subnets, 2 masks
C 172.16.5.0/24 s directly connected, Ethernet(/1
D 172.16.3.2/32 [90/2195456] via 172.16.2.1, 00:12:36, Ethernet0/0
C 172.16.2.0/24 is directly connected, Ethernet0/0
D 172.16.3.0/24 [90/2195456] via 172.16.2.1, 00:12:36, Ethernet0/0
R1#

Jak wida¢, na powyzszym listingu symbolem EIGRP w tablicy routingu jest litera D.
Ponadto warto$¢ dystansu administracyjnego dla EIGRP wynosi 90.

Konfiguracja sumaryzacji

Jak pamigtasz, na routerze R3 istnieje jeszcze kilka interfejsow loopback, nalezacych do
sieci 10.32.0.0. W poprzednim rozdziale ustaliliSmy na potrzeby routingu mask¢ odwrotna
dla tej sieci na 0.0.15.255. Tej samej maski uzyj do rozgloszenia innym routerom. Oto
przyktad:

R3(config)#router eigrp 15
R3(config-router)#network 10.32.0.0 0.0.15.255
R3(config-router)#
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Zobaczmy, jaki wpis znajdzie si¢ w tablicy routingu routera R2. Przejdz do jego kon-
figuracji i wydaj polecenie show ip route:

R2#tshow ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1 - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is 0.0.0.0 to network 0.0.0.0

172.16.0.0/16 is variably subnetted, 4 subnets, 2 masks
D 172.16.5.0/24 [90/307200] via 172.16.2.2, 04:10:50, FastEthernet0/1
C 172.16.3.2/32 is directly connected, Serial(/0
C 172.16.2.0/24 is directly connected, FastEthernet0/1
C 172.16.3.0/24 is directly connected, Serial0/0
D 10.0.0.0/8 [90/2297856] via 172.16.3.2, 00:00:13, Serial0/0
C 88.0.0.0/8 is directly connected, FastEthernet(/0
S* 0.0.0.0/0 is directly connected, FastEthernet0/0

Zauwaz, ze polecite$ routerowi R3 rozgtoszenie sieci 10.32.0.0/20, a nie 10.0.0.0/8.
Skad wigc ten wpis?

To wlasnie efekt automatycznej sumaryzacji zaimplementowanej w EIGRP. Poniewaz
adres 10.32.0.0 jest adresem klasy A, EIGRP domyslnie przypisuje dla tej sieci maske
8-bitowa. Co, oczywiscie, nie jest bledem, ale w niektorych przypadkach niepotrzebnie
nastepuje sumowanie catej do$¢ duzej sieci, ktora wezesniej zostata przeciez doktadnie
okreslona.

Wtedy konieczne jest wyltaczenie automatycznej sumaryzacji. Pozwoli to na lepsza
orientacj¢ w tablicy routingu. W tym celu w trybie konfiguracji protokotu routingu
EIGRP wydaj polecenie no auto-summary. Czynno$¢ wykonaj na wszystkich routerach
z naszego przyktadu:

R2(config)#router eigrp 15
R2(config-router)#no auto-summary
R2(config-router)#

Zobaczmy, jak po wylaczeniu automatycznej sumaryzacji tras wyglada tablica routingu
routera R2. Oto przyktad:

R2#sh ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1l - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route
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Gateway of Tast resort is 0.0.0.0 to network 0.0.0.0

172.16.0.0/16 is variably subnetted, 4 subnets, 2 masks

OO O o

172.16.5.0/24 [90/307200] via 172.16.2.2, 00:00:43, FastEthernet0/1
172.16.3.2/32 is directly connected, Serial0/0

172.16.2.0/24 is directly connected, FastEthernet(/1

172.16.3.0/24 1is directly connected, Serial(/0

10.0.0.0/32 is subnetted, 11 subnets

D 10
D 10
D 10
D 10
D 10
D 10
D 10
D 10
D 10
D 10
D 10
C

S*

.32.
.32.8.
.32.9.
.32
.32.3.
.32
.32.1.
.32.6.
.32
.32.4.
.32.
88.0.0.0/

RN RO WN WO ®

10.0 [90/2297856] via 172.16.3.2, 00:00:12, Serial0/0
[90/2297856] via 172.16 00:00:12, Serial0/0
[90/2297856] via 172.16. 00:00:13, Serial0/0
[90/2297856] via 172.16 00:00:13, Serial0/0
[90/2297856] via 172.16. 00:00:13, Serial0/0
[90/2297856] via 172.16. :00:14, Serial0/0
[90/2297856] via 172.16. 00:00:14, Serial0/0
[90/2297856] via 172.16. 00:00:15, Serial0/0
[90/2297856] via 172.16 00:00:15, Serial0/0
[90/2297856] via 172.16. 00:00:15, Serial0/0
.0 [90/2297856] via 172.16.3.2, 00:00:15, Serial0/0
8 is directly connected, FastEthernet0/0

OO o oo oo oOo oo
WWWwWwWwwwww
RPN NN NN N

o

o

o

o

0.0.0.0/0 is directly connected, FastEthernet0/0

R2#

Jak widzisz, wpisy w tablicy routingu zostaty rozbite na poszczegdlne podsieci.

Reczne ustawienia sumaryzaciji

Zamiast wlaczania autosumaryzacji zalecane jest uzywanie sumaryzacji manualnej,
ktéra mozesz wlaczyé na konkretnym interfejsie. W naszym przypadku interfejsem
tym jest serial 0/0, gdyz on graniczy z nastgpnym sasiadem, ktoremu chcemy rozgtosi¢
sie¢ 10.32.0.0. W tym celu wydaj w trybie konfiguracji interfejsu polecenie ip summary-
“>-address eigrp [numer_systemu_autonomicznego] adres_Sieci maska_sieci:

R3(config)#interface serial 0/0
R3(config-if)#ip summary-address eigrp 15 10.32.0.0 255.255.240.0
R3(config-if)#

Teraz zaloguj si¢ na router R2, aby sprawdzi¢ wynik wpisanego polecenia. Oto przyktad:

R2#show ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1 - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS Tevel-2
ia - IS-1IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is 0.0.0.0 to network 0.0.0.0

172.16.0.0/16 is variably subnetted, 4 subnets, 2 masks

OO OO

172.16.5.0/24 [90/307200] via 172.16.2.2, 00:08:10, FastEthernet0/1
172.16.3.2/32 is directly connected, Serial(/0

172.16.2.0/24 is directly connected, FastEthernet0/1

172.16.3.0/24 is directly connected, Serial0/0

10.0.0.0/20 is subnetted, 1 subnets
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D 10.32.0.0 [90/2297856] via 172.16.3.2, 00:00:43, Serial0/0
C 88.0.0.0/8 is directly connected, FastEthernet0/0

S* 0.0.0.0/0 is directly connected, FastEthernet0/0

R2#

Jak widaé, maska podsieci zmienita si¢ na 20-bitowa, pojawit si¢ rowniez jeden wpis
w tablicy sumujacy cala podsiec.

Trasa sumaryczna NullO

Jesli na routerze uruchomiona jest sumaryzacja, w tablicy routingu powstaje specy-
ficzny interfejs Null(. Spojrz na ponizszy listing:

R3#sh ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1 - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS Tevel-2
ia - IS-1IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is not set

172.16.0.0/16 is variably subnetted, 4 subnets. 2 masks

D 172.16.5.0/24 [90/2221056] via 172.16.3.1, 00:29:53, Serial0/0
C 172.16.3.1/32 is directly connected, Serial0/0
D 172.16.2.0/24 [90/2195456] via 172.16.3.1, 00:29:53, Serial0/0
C 172.16.3.0/24 is directly connected, Serial0/0
10.0.0.0/8 is variably subnetted, 12 subnets, 2 masks
C 10.32.10.0/32 1is directly connected, Loopbackl0
C 10.32.8.0/32 is directly connected, Loopback8
C 10.32.9.0/32 1is directly connected, Loopback9
C 10.32.2.0/32 is directly connected, Loopback?
C 10.32.3.0/32 is directly connected, Loopback3
C 10.32.0.0/32 is directly connected, Loopback0
D 10.32.0.0/20 is a summary, 00:29:58, Null0
C 10.32.1.0/32 is directly connected, Loopbackl
C 10.32.6.0/32 is directly connected, Loopback6
C 10.32.7.0/32 is directly connected, Loopback?
C 10.32.4.0/32 1is directly connected, Loopback4
C 10.32.5.0/32 is directly connected, Loopback5
R3#

Dane do tego interfejsu sa przesylane zawsze wtedy, kiedy w zsumaryzowanej sieci
okreslona sie¢ nie jest dostgpna.

Jesli np. z powyzszych sieci bedzie niedostegpna sie¢ 10.32.6.0, a inny router wysle do
tej sieci dane, protokét EIGRP przesle pakiety do interfejsu Null0 w poszukiwaniu tej
sieci. Interfejs Null0 posiada bowiem znacznie wigkszy zakres.

Jesli sie¢ dziala normalnie i jest dostgpna, protokot routingu przesle dane do sieci
bardziej szczegdtowo okreslonej przez maske podsieci. Mozna powiedzieé, ze im
wyzsza maska, tym lepiej i bardziej szczegotowo okreslona jest siec.
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Wiasciwosci interfejsu w EIGRP

Dos¢ istotnym i waznym poleceniem jest show interface [interfejs]. Pozwala ono
wyswietli¢ parametry pracy kazdego interfejsu. Znajduja si¢ tam réznego rodzaju sta-
tystyki oraz informacje na temat metryk. W tym punkcie omowi¢ niektore z nich
w kontekscie EIGRP.

Wydaj podane wczesniej polecenie na wybranym interfejsie routera, np. serial 0/0
routera R2. Oto przyktad:

R2#show interface serial 0/0
Serial0/0 is up, Tine protocol is up
Hardware is PowerQUICC Serial
Description: SERIAL do R1
Internet address is 172.16.3.1/24
MTU 1500 bytes, BW 1544 Kbit, DLY 20000 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation PPP, LCP Open
Open: IPCP, CDPCP, Toopback not set
Keepalive set (10 sec)
Last input 00:00:04, output 00:00:02, output hang never
Last clearing of "show interface" counters 00:19:34
Input queue: 0/75/0/0 (size/max/drops/flushes); Total output drops: 0
Queueing strategy: fifo
Output queue: 0/40 (size/max)
5 minute input rate 0 bits/sec, 0 packets/sec
5 minute output rate 0 bits/sec, 0 packets/sec
501 packets input, 27063 bytes, 0 no buffer
Received 0 broadcasts, 0 runts, 0 giants, 0 throttles
0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored, 0 abort
510 packets output, 26952 bytes, 0 underruns
0 output errors, 0 collisions, 3 interface resets
0 output buffer failures, 0 output buffers swapped out
11 carrier transitions
DCD=up DSR=up DTR=up RTS=up CTS=up

R2#

W drugiej linii powyzszego listingu znajduja si¢ informacje na temat stanu interfejsu.
Dalej znajdziesz takie parametry jak MTU, BW, DLY, reliability, txload oraz rxload.

Zacznijmy od MTU (ang. Maximum Transmission Unit), czyli maksymalnego rozmiaru
pakietu, jaki moze zosta¢ przestany. Jego warto$¢ podana jest w bajtach i domyslnie
ustawiona na 1500. OczywiScie, warto§¢ mozna zmieniac.

Kolejnym parametrem jest BW (ang. bandwidth), czyli szeroko$¢ pasma, ktorej war-
tos¢ wyswietlana jest w kilobitach na sekundg. Parametr ten zwykle ustawiony jest na
warto$¢ domyslna wynoszaca 1544 kb/s, lecz mozna go dowolnie zmieniaé¢ w razie
potrzeby. Shuzy do tego polecenie bandwidth wydane w trybie konfiguracji interfejsu.
Nalezy jednak pamigtac, ze nawet jesli zmienimy ten parametr na wigkszy, nie ozna-
cza to, ze interfejs bedzie szybciej pracowac. Zwigkszenie tego parametru ma jedynie
wplyw na ogdlny koszt, czyli metryke interfejsu, nie powigksza natomiast fizycznej
szerokosci pasma.
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Parametr DLY (ang. delay) prezentuje caly czas, jaki musi zostaé¢ po§wigcony na prze-
stanie pakietu na calej trasie. Opdznienie wyrazane jest w mikrosekundach i nie jest
parametrem w jakikolwiek sposdb mierzonym przez router. Jest to stala statystyczna
warto$¢, ktora administrator moze w kazdej chwili zmieni¢. Domys$lnie dla potaczenia
FastEthernet wynosi ono 100 mikrosekund.

Nastgpnym parametrem jest niezawodnos$¢ (ang. reliability). Niezawodnos¢ jest mie-
rzona przez router w sposob dynamiczny. Router zbiera statystyki i oblicza z otrzyma-
nych danych $rednia wazona, ktora w wigkszosci przypadkéw obejmuje 5 minut pracy
interfejsu. Niezawodno$§¢ moze przyjmowaé wartosci od 0 do 255.

Jesli tacze jest niezawodne w 100%, przyjmuje warto$¢ 255, jesli natomiast jest nie-
zawodne tylko w minimalnym stopniu, przyjmuje wartosc 0.

Ostatnig wartoscig jest obciazenie (ang. load). Obciazenie okresla ilo§¢ ruchu wyste-
pujacego na faczu. Podobnie jak niezawodnos$é¢, jest okreslane dynamicznie przez router.
Jego warto$¢ miesci si¢ w przedziale od 0 do 255. Im mniejsza warto$¢, tym mniejsze
obciazenie tacza. Parametr tx/oad to obciazanie transmisji wychodzacej, natomiast
rxload to transmisja wchodzaca, czyli otrzymana. Obie warto$ci rowniez obliczane sa
za pomoca $redniej wazonej.

Trasa domysina

Po raz ostatni w tym rozdziale spdjrzmy na ponizszy rysunek (rysunek 7.3).

Zauwaz, ze do routera R2 jest podlaczona jeszcze jedna sieé, sie¢ zewngtrzna. Oczywiscie,
router R2 posiada w swojej tablicy routingu dane na temat trasy domysinej do tej sieci. Jed-
nak warto oglosi¢ t¢ trasg rowniez innym routerom, aby mogty si¢ z niag komunikowac.

Przejdz do konfiguracji routera R1 i za pomoca polecenia show ip route wyswietl jego
tablicg routingu. Oto przyktad:

R1ffsh ip route

Codes: C - connected, S - static, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area
N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2
E1 - OSPF external type 1, E2 - OSPF external type 2
i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS level-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is not set

172.16.0.0/16 is variably subnetted, 4 subnets, 2 masks
172.16.5.0/24 is directly connected, Ethernet0/1
172.16.3.2/32 [90/2195456] via 172.16.2.1, 00:38:02, Ethernet0/0
172.16.2.0/24 is directly connected, Ethernet0/0
172.16.3.0/24 [90/2195456] via 172.16.2.1, 00:38:02, Ethernet0/0
10.0.0.0/20 is subnetted, 1 subnets
D 10.32.0.0 [90/2323456] via 172.16.2.1, 00:38:00, Ethernet0/0
R1#

O O OO
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LOOPBACK 0
10.32.0.0/32
LOOPBACK 1
10.32.1.0/32
LOOPBACK 2
10.32.2.0/32
LOOPBACK 3
10.32.3.0/32
LOOPBACK 4
10.32.4.0/32
LOOPBACK 5
10.32.5.0/32
LOOPBACK 6
10.32.6.0/32
LOOPBACK 7
10.32.7.0/32
LOOPBACK 8
10.32.8.0/32
LOOPBACK 9
10.32.9.0/32
LOOPBACK 10
10.32.10.0/32

FEOQ/0

58.180.160.21
Serial 0/0
172.16.3.1/24

Serial 0/0

FED/1
172.16.3.2/24 172.16.2.1/24

E0/0
172.16.2.2/24

Ethernet 0/1
172.16.5.1/24

a 172.16.5.2/24

Rysunek 7.3. Konfiguracja domyslinej trasy

Zauwaz, ze w routerze nie ma wpisu na temat zadnej statycznej trasy. Tym razem
przejdz do konfiguracji routera R2 i w trybie konfiguracji protokolu EIGRP wydaj
polecenie redistribute static. Polecenie spowoduje umieszczenie w ogloszeniach
informacji o trasach domyslnych, aby inne routery mogty sig¢ o nich dowiedzie¢. Oto

przyktad:

R2#conf t

Enter configuration commands, one per line. End with CNTL/Z.
R2(config)#frouter eigrp 15

R2(config-router)#redistribute static

R2(config-router)#

Po wydaniu polecenia przejdz z powrotem do konfiguracji routera R1 i ponownie
wyswietl jego tablicg routingu:

R1#sh ip route

Codes:

C - connected, S - static, R - RIP, M - mobile, B - BGP

D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area

N1 - OSPF NSSA external type 1, N2 - OSPF NSSA external type 2

E1l - OSPF external type 1, E2 - OSPF external type 2

i - IS-IS, su - IS-IS summary, L1 - IS-IS level-1, L2 - IS-IS Tevel-2
ia - IS-IS inter area, * - candidate default, U - per-user static route
0 - ODR, P - periodic downloaded static route

Gateway of last resort is 172.16.2.1 to network 0.0.0.0

172.16.0.0/16 is variably subnetted, 4 subnets. 2 masks

172.16.5.0/24 is directly connected, Ethernet0/1
172.16.3.2/32 [90/2195456] via 172.16.2.1, 00:39:34, Ethernet0/0
172.16.2.0/24 is directly connected, Ethernet0/0
172.16.3.0/24 [90/2195456] via 172.16.2.1, 00:39:34, Ethernet0/0
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10.0.0.0/20 is subnetted, 1 subnets
D 10.32.0.0 [90/2323456] via 172.16.2.1, 00:39:32, Ethernet0/0
D*EX 0.0.0.0/0 [170/284160] via 172.16.2.1, 00:00:24, Ethernet0/0

Zauwaz, ze tym razem w ostatnim wierszu znajduje si¢ wpis na temat trasy domyslne;j.

Zakonczenie

W tym rozdziale skonfigurowate$ protokot EIGRP, ulepszona wersj¢ nieuzywanego
juz protokotu IGRP. Wiesz juz, jak dziata algorytm DUAL oraz w jaki sposob protokot
EIGRP szybko dokonuje zbieznosci.

Uzyte polecenia

ip eigrp neighbors — wyswietla tablicg sasiadow.

ip summary-address eigrp [numer_systemu_autonomicznego] adres Sieci maska_
>sieci — przypisuje sumaryzacj¢ do okreslonego interfejsu na routerze.

network — konfiguruje sie¢, ktora ma zosta¢ rozgtoszona.
no auto-summary — wylacza auto sumaryzacje;

redistribute static — umieszcza w ogloszeniach informacjg o trasach domysinych,
aby inne routery mogly si¢ o nich dowiedzie¢.

router eigrp [system autonomiczny] — wtacza obshuge protokotu EIGRP.

show ip route — wys$wietla tablicg routingu routera.

Uzyta terminologia

czas wstrzymania (ang. hold-down time) — okre$la, jak dlugo router bedzie czekaé na
odbidr kolejnego pakietu kello, czas ten domyslnie ustawiony jest na 15 sekund (a sie-
ciach wielodostgpowych na 180 sekund);

DLY (ang. delay) — caty czas, jaki musi zosta¢ poswigcony na przestanie pakietu
przez okreslony interfejs, opoznienie wyrazane jest w mikrosekundach i nie jest para-
metrem, ktory jest mierzony przez router w jakikolwiek sposob;

DUAL (ang. Diffusing Update Algorithm) — mechanizm zaimplementowany w pro-
tokole EIGPR, umozliwia osiaganie zbiezno$ci szybko, m.in. poprzez wykorzystanie
tras zapasowych;
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EIGRP (ang. Enhanced Interior Gateway Routing Protocol) — protokot bezklasowy
uwazany za protokot wektora odleglosci, posiada jednak wiele cech, ktore sprawiaja,
ze dziata jak protokot tacze-stan;

MTU (ang. Maximum Transmission Unit) — maksymalny rozmiar pakietu, jaki moze
zosta¢ przestany;

niezawodno$¢ (ang. reliability) — mierzona przez router w sposob dynamiczny, router
zbiera statystyki i oblicza z otrzymanych danych $rednig wazona, ktora w wigkszosci
przypadkoéw obejmuje 5 minut pracy interfejsu, niezawodno$¢ moze przyjmowaé war-
tosci od 0 do 255;

obciazenie (ang. load) — wskazuje ilo$¢ wystepujacego ruchu na taczu, podobnie jak
niezawodnos¢, jest okreslana dynamicznie przez router, jego wartos¢ miesci si¢ w prze-
dziale od 0 do 255;

pakiet aktualizacyjny (ang. update) — pakiet majacy na celu uzupetnianie tablicy
topologii;

PDM (ang. Protocol Dependent Modules) — mechanizm modutow zawierajacych
obstuge i umozliwiajacych komunikacjg nie tylko za posrednictwem TCP/IP, ale rowniez
IPX oraz AppleTalk;

RTP (ang. Reliable Transport Protocol) — protokét transportowy gwarantujacy dostar-
czanie pakietow EIGRP, jest kompatybilny z innymi protokotami niezgodnymi z TCP/IP,
dlatego umozliwia dystrybucje¢ pakietow EIGRP nie tylko w sieciach TCP/IP, ale takze
IPX, Appletalk itd.;

sukcesor (ang successor) — router, przez ktory docelowa sie¢ jest dostgpna przy naj-
korzystniejszej trasie;

system autonomiczny (ang. autonomous system) — grupa urzadzen, ktora zarzadzana
jest w ramach jednej sieci, posiada okre§lony schemat dziatania protokotéw routingu
oraz adresacjg, stosowany w duzych firmach i przedsigbiorstwach, w wigkszosci przy-
padkow przez dostawcdw internetu;

tablica sasiadow (ang. neighbor table) — tu przechowywane sa dane na temat wszyst-
kich sasiadow;

tablica topologii (ang. topology table) — tu przechowywana jest najlepsza trasa oraz
trasa zapasowa.

Pytania sprawdzajace

1. Co to jest sukcesor?
a) router zawierajacy zapasowa trasg do sieci docelowej,

b) router, przez ktory docelowa sie¢ jest dostgpna przy najkorzystniejszej trasie,
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c) router, ktory jest routerem desygnowanym,
d) zaden z powyzszych.
2. Co oznacza parametr BIW 1544?
a) szeroko$¢ pasma wynoszaca 1544 kB/s,
b) ilo$¢ odebranych danych,
c) szeroko$¢ pasma wynoszaca 1544 kb/s,
d) maksymalny rozmiar pakietu.

3. Jak nazywa sig tablica, w ktorej przechowywane sa trasa zapasowa oraz
najlepsza trasa do docelowej sieci?

a) tablica routingu,
b) tablica sasiadow,
c) tablica topologii,
d) tablica przetaczania.
4. Co jaki czas wysylane sa pakiety hello w protokole EIGRP?
a) 5 sekund,
b) 15 sekund,
¢) 30 sekund,
d) 90 sekund,
e) 60 sekund.

5. Jak nazywa si¢ tablica, w ktorej przechowywane sa dane na temat najlepszej
trasy w protokole EIGRP?

a) tablica sasiadow,
b) tablica routingu,
c) tablica topologii,
d) tablica przetaczania.
6. Jakim poleceniem mozna wylaczy¢ autosumaryzacje?
a) disable auto-summary,
b) auto-summary off,
c) auto-summary disable,
d) no auto-summary.
7. Co oznacza skrot MTU?
a) maksymalny rozmiar pakietu,

b) maksymalny rozmiar ramki,
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c) maksymalny czas przesytania pakietu,
d) zaden z powyzszych.

8. Na jaki adres grupowy wysylane sa pakiety hello w protokole EIGRP?
a) 224.0.0.10,
b) 224.0.0.5,
c) 224.0.0.1,
d) 127.0.0.1.

9. Jakie polecenie stuzy do wyswietlania tablicy sasiadow?
a) show eigrp neighbors,
b) show ip eigrp naighbors,
c) show neighbors eigrp,
d) show eigrp ip neighbors.

10. Jakie dane przechowywane sa w tablicy sasiadow EIGRP?

a) dane na temat wszystkich sasiadow w calej sieci,
b) dane na temat najlepszej trasy do najblizszego sasiada,
c¢) dane na temat topologii sieci,

d) dane na temat wszystkich sasiadow danego routera.

Odpowiedzi

1.b, 6.d,
2. c, 7. a,
3. ¢, 8. a,
4.a,¢, 9.b

5. b, 10. d.
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